# DANH SÁCH MỘT SỐ CHỦ ĐỀ BTL

|  |  |  |  |
| --- | --- | --- | --- |
| TT | Nội dung | Số SV tối đa | Buổi báo cáo |
|  | Chuẩn mật mã khóa công khai trên đường cong EllipticGiới thiệuChuẩn thuật toán mật mã khóa công khai trên đường cong EllipticCài đặt |  | **Tuần 3** |
|  | Nghiên cứu bộ tạo số giả ngẫu nhiên và một số thuật toán mã dòng*(tham khảo tại các tài liệu: [1-c3], [2], [3])*Bộ tạo số giả ngẫu nhiênNhắc lại một số khái niệmĐộ đo EntropyThiết kế PNGCác thuật toán PNGMã dòngGiới thiệuMã dòng RC4Thuật toán E0 cho BluetoothHệ mã OTPThuật toán A5/1 cho GSMCài đặt |  | Tuần 3 |
|  | Nghiên cứu về hàm dẫn xuất khóa*(tham khảo tại các tài liệu: [1-c5&6], [2], [3])*Giới thiệu về hàm dẫn xuất khóaDẫn xuất khóa PKCS#5Cài đặt thực thi |  | Tuần 4 |
|  | Các giao thức thiết lập khóa*(tham khảo tại các tài liệu: [5], [6], [1], [2], [3])*Giới thiệuTruyền khóa dựa trên mã hóa khóa đối xứngThỏa thuận khóa dựa trên mật mã đối xứngTruyền khóa dựa trên mã hóa khóa công khaiThỏa thuận khóa dựa trên mật mã bất đối xứngCài đặt |  | **Tuần 4** |
|  | Ứng dụng của mật mã trong lưu trữ mật khẩu trong trình duyệt Firefox trên Windows(tham khảo tại tài liệu: [7], [8], [9])Giới thiệuCách thức lưu trữCác thành phần mật mã sử dụngPhân tích độ an toànLập trình triển khai (có thể sử dụng mã nguồn mở) |  | **Tuần 4** |
|  | Ứng dụng của mật mã trong lưu trữ mật khẩu trong trình duyệt Firefox trên Android(tham khảo tại tài liệu: [7], [8], [9])Giới thiệuCách thức lưu trữCác thành phần mật mã sử dụngPhân tích độ an toànLập trình triển khai (có thể sử dụng mã nguồn mở) |  | **Tuần 4** |
|  | Nghiên cứu và lập trình ứng dụng sử dụng thư viện OpenSSL *(tham khảo [10], [11])*   * 1. Tổng quan về OpenSSL   2. Kiến trúc OpenSSL   3. Các thành phần mật mã trong OpenSSL   4. Xây dựng ứng dụng mã hóa sử dụng thư viện OpenSSL |  | **Tuần 4** |
|  | Tìm hiểu giao thức đồng thuận Proof of Work [12]  * Blockchain * Giao thức đồng thuận * Proof of Work * Cài đặt triển khai |  | **Tuần 4** |
|  | Tìm hiểu về Zero Knowledge Proof [13]  * Tổng quan về Zero Knowledge Proof * Cơ chế hoạt động của một số giao thức Zero Knowledge Proof * Cài đặt triển khai |  | **Tuần 4** |
|  | Tìm hiểu thư viện tf-encrypted và ứng dụng [14], [15]  * Tổng quan về tf-encrypted * Kiến trúc của tf-encrypted * Các thành phần mật mã trong tf-encrypted * Cài đặt ứng dụng có sử dụng tf-encrypted |  | **Tuần 4** |
|  | Tìm hiểu thư viện PySyft và ứng dụng [16]  * Tổng quan về PySyft * Kiến trúc của PySyft * Các thành phần mật mã trong PySyft * Cài đặt ứng dụng có sử dụng PySyft |  | **Tuần 4** |
|  | Tìm hiểu về lược đồ chia sẻ bí mật (Secret Sharing Scheme) và ứng dụng [17], [18]  * Tổng quan * Xây dựng * Chia sẻ bí mật và tính toán bảo mật nhiều thành viên * Cài đặt triển khai |  | **Tuần 4** |
|  | Nghiên cứu về giải thuật mã hóa RSA  * Tổng quan * Cách thức mà RSA hoạt động * Cài đặt |  | **Tuần 4** |
|  | Nghiên cứu thuật toán 3-DES  * Kiến trúc của 3-DES * Nguyên lý và cơ sở hoạt động * Tại sao 3-DES lại phổ biến? * Cài đặt |  | **Tuần 4** |
|  | Nghiên cứu cách thức và giải thuật mã hóa an toàn với reCaptcha  * Tổng quan * Đánh giá phương thức + an toàn của reCaptcha * Cài đặt |  | **Tuần 4** |
|  | Nguyên lý số nguyên lớn áp dụng trong mật mã RSA  * Giải pháp lưu trữ số nguyên lớn * Các kiểm tra 1 số nguyên lớn là số nguyên tố |  | **Tuần 4** |
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